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Discussion

1 Introduction

In EPC, the TS 23.203 defines in chapter 6.1.1.1 the different binding mechanisms that are applicable.

1. Session binding. The association of the AF session information to one and only one IP‑CAN session

2
PCC rule authorization and QoS rule generation, if applicable. The selection of the QoS parameters (QCI, ARP, GBR, MBR, etc.) for the PCC rules.

3.
Bearer binding. The association of the PCC rule and the QoS rule (if applicable) to an IP‑CAN bearer within that IP‑CAN session. 

This paper analyses the binding mechanisms that are applicable to 5G policy framework.

2 General

The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template), to a specific QoS Flow ID (QFI).

The QFI, as explained in chapter 5.7.1 of 23.501 v.4.0, is used to identify a QoS flow in the 5G system. User Plane traffic with the same QFI within a PDU session receives the same traffic forwarding treatment (e.g. scheduling, admission threshold). The QoS flow is the finest granularity of QoS differentiation in the PDU session.

For service data flows belonging to AF sessions, the binding mechanism shall also associate the AF session information with the specific QoS Flow ID that is selected to carry the service data flow.

The binding mechanism includes three steps:

1.
Session binding.

2
PCC rule authorization.

3.
QoS flow binding.

3 Session binding

Session binding is the association of the AF session information to one and only one PDU‑CAN session.

The PCF shall perform the session binding, which shall take the following PDU-CAN parameters into account:

a)
The UE IPv4 address or IPv6 network prefix;

b)
The UE identity (of the same kind), if present.

NOTE 1:
In case the UE identity in the PDU‑CAN and the application level identity for the user are of different kinds, the PCF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS. The PCF identifies the subscriber for the PDU-CAN session by means of the subscriber permanent identity.
c)
The information about the data network (DNN) the user is accessing, if present.

The PCF shall identify the PCC rules affected by the AF session information, including new rules to be installed and existing rules to be modified or removed.

4 PCC rule authorization 

PCC Rule authorization is the selection of the QoS parameters (5QI, ARP, GBR, MBR, etc.) for the PCC rules.

The PCF shall perform the PCC rule authorization for complete dynamic PCC rules belonging to AF sessions as well as for PCC rules without corresponding AF sessions. Based on AF instructions (as described in clause 6.1.5 of 3GPP TS 23.203) dynamic PCC rules can be authorized even if they are not complete (e.g. due to missing service information regarding QoS or traffic filter parameters).

For the authorization of a PCC rule the PCF shall take into account the PDU‑CAN specific restrictions and other information available to the PCF. Each PCC rule receives a set of QoS parameters that can be supported by the PDU‑CAN. The authorization of a PCC rule associated with an emergency service shall be supported without subscription information (e.g. information stored in the UDR). The PCF shall apply policies configured for the emergency service.

5 QoS flow binding
QoS flow binding is the association of the PCC rule to a QoS flow identified by the QFI. This function resides in the SMF.
The set of QoS parameters assigned by the PCF to the service data flow is the main input for QoS flow binding. 

The allocation of QFI to the service data flow(s) is based on the 5QI, ARP and notification control parameters. The SMF allocates the same QFI to the service data flows that are assigned the same values for these parameters.
Whenever the QoS authorization of a PCC rule changes, the existing QoS flow binding shall be re-evaluated, i.e. the allocation procedure, is performed. The re-evaluation may, for a service data flow, require a new QFI value. 

NOTE 4:
A QoS change of the default QoS causes the QFI allocation for PCC rules previously bound to the default QoS flow to be re-evaluated. At the end of the re-evaluation of the PCC rules of the PDU-CAN session, there needs to be at least one PCC rule that is assigned with the default QoS.
2
Proposal

The following updates are proposed to 3GPP TS 23.501 v.0.4.0.
* * * * First Change * * * *
A.3
Functional description
A.3.1
Overall description
A.3.1.1
General
The Policy framework architecture provides the functions for:

-
application and service data flow detection,

-
QoS and gating control,

-
Credit management,

-
Flow based charging,

-
Background data transfer policy negotiation,
-
Management of the PFDs in the PCEF by the 3rd party AS,
-
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point, For this purpose the PCF sends to the PCEF Traffic steering information defined in clause A.3.1.11.
-
Provide a Front End to subscription information relevant for policy decisions in a User Data Repository,

-
Provide Network selection and Mobility Management related policies (e.g. RFSP index) to the Access and Mobility Management,

Editor's note:
Further work is required to include the different aspects of the Policy framework architecture.

The PCF evaluates operator policies that are triggered by events received from the Application Function, the Session Management, Mobility Management and the Online Charging System as well as Changes in User Profile.

For policy control, the AF interacts with the PCF and the PCF interacts with the PCEF as instructed by the AF as specified in TS 23.203 [4].

Editor's note:
Further work would be required to cover details of these aspects.

NOTE 1:
Credit management and reporting are defined in SA WG5 specification.
NOTE 2:
The policy control framework for phase 1 does not preclude potential extensions in phase 2 for policy control in multiple administrative areas.
A.3.1.X
Binding mechanism
A.3.1.X.1
General
The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template), to a specific QoS Flow ID (QFI) as defined in subclause 5.7.1.

For service data flows belonging to AF sessions, the binding mechanism shall also associate the AF session information with the specific QoS Flow ID that is selected to carry the service data flow.

The binding mechanism includes three steps:

1.
Session binding.

2
PCC rule authorization.

3.
QoS flow binding 
Editor’s note: Additional clarifications on how 23.203 clause 6.1.1 relates to 5G is FFS
A.3.1.X.2 Session Binding
Session binding is the association of the AF session information to one and only one PDU‑CAN session.

The PCF shall perform the session binding in the same way as defined in TS 23.203 clause 6.1.1 with the following differences and access-specific aspects:
- 
The PCRF is replaced by the PCF
- 
IP-CAN corresponds to PDU-CAN 
-
The packet data network (PDN) the user is accessing is represented by the data network name (DNN).
A.3.1.X.3 PCC rule authorization 
PCC Rule authorization is the selection of the 5G QoS parameters for the PCC rules.

PCC rule authorization is performed as described in TS 23.203, clause 6.1.1 for rules handled in NW mode, with the following differences:

- 
The PCRF is replaced by the PCF 
-
The QoS parameters considered are the 5G QoS parameters (5QI, ARP, GFBR, MFBR, etc.)

- 
IP-CAN corresponds to PDU-CAN 
-    PCF does not support procedures and information specifically related to Gxx
A.3.1.X.4 QoS flow binding 
QoS flow binding is the association of the PCC rule to a QoS flow identified by the QFI. 
QoS Flow binding is performed in the same way as bearer binding described in TS 23.203, clause 6.1.1 with the following differences:

- 
IP-CAN bearer is replaced by QoS flow
-
The binding is created between service data flow(s) and the QoS flow which have at least the same 5QI and ARP.
Editor's note: The relevance of further parameters described in 23.203 or 23.501 (e.g. notification control parameters) for the QoS flow binding is FFS.
* * * * End of Changes * * * *
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